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Saveetha School of Law (SSL)

Saveetha School of Law (SSL), established in 2009, is committed to providing quality legal 

education and maintaining higher standards of legal research and training. The school has 

academic autonomy and encourages flexibility in teaching methods to pursue excellence in 

legal education. SSL aims to emerge as one of the best institutions in the field of legal 

education. The school's vision is to impart quality-oriented legal education relevant to the 

social order and human development. Over the years, SSL has made remarkable progress 

and grown in every possible aspect. The school encourages students' active participation in 

various extracurricular activities, such as moot court, client counselling, community 

outreach programs, mock trial, seminars, and workshops. SSL is determined to mould the 

inherent talent of young minds by providing the best academic resources and facilities.

Asian School of Cyber Laws, Pune:

Established in 1999, the Asian School of Cyber Laws is at the forefront of cyber law education 

and research in India. It has played a pivotal role in crafting cyber law experts who are now 

leading the fight against cybercrime both nationally and globally.With a curriculum that 

blends theoretical knowledge with practical insights, the institution is committed to 

producing professionals well-versed in the nuances of cyber law, data protection, and 

digital forensics, making it an ideal partner for the international conference.



International Institute of Justice & Police Sciences:
International Institute of Justice & Police Sciences (IIJPS) is a Not-for-Profit Academic 

Institution & Independent Think Tank headquartered at Bengaluru, Karnataka, India. The IIJPS 

is founded by Internationally renowned Criminologist Professor K. Jaishankar.

The IIJPS was established as a subsidiary Unit of Appa Education and Research Foundation (a 

registered Non-Profit Organization under the Ministry of 

Corporate Affairs, Government of India with CIN 

number U85300KA2022NPL165152 and registration 

number 165152) and sponsored by Lombroso Education 

and Research Services (OPC) Pvt Ltd, (with the 

C o r p o r a t e  I d e n t i fi c a t i o n  N u m b e r 

U80301KA2022OPC163238 and registration number 

163238, under the Ministry of Corporate Affairs, 

Government of India).

Call For Contribution
Educators, academicians, activists, think tanks, researchers, scholars, students, 

professionals, and other relevant stakeholders of all disciplines are invited to contribute to 

this conference. Research papers describing original and unpublished works of conceptual, 

constructive, empirical, experimental, or theoretical work in all areas related to the theme of 

the conference are cordially invited for presentation.

The Main Theme of the International Conference is: 

“NAVIGATING EMERGING CYBERCRIME THREATS AND ENHANCING CYBERSECURITY 

MEASURES: CHARTING THE PATH AHEAD”

 The rapid evolution of cyberspace presents both opportunities and challenges for 

individuals, businesses, and governments around the world. As our reliance on digital 

technologies continues to grow, it becomes imperative to explore the complexities of 

cyberspace and foster dialogue on how to navigate its landscape effectively. The 

conference aims to bring together experts, stakeholders, and researchers to discuss the 

multifaceted aspects of cyberspace and chart a path forward towards a safer and more 

resilient digital future. Cybercrimes have grown in importance in recent years. Due to the 

widespread misuse, difficulties, and exploitation that individuals of all ages experience 

throughout the globe while using cyberspace, several programmes, policies, governments, 

groups, and individuals have been putting in endless effort to advance and defend the 

preventative regulation.

Conference Theme



The evolving nature of Cyber Landscape with its potential adversarial effects, the need for 

developments in cybersecurity, data governance, digital transformation that includes 

critical infrastructure, etc is crucial for safeguarding the fundamental rights of individuals. 

The advancements that has been achieved since the commencement of digital age is 

commendable, however it has its fair share of shortcomings as well. 

The conference theme, 

“NAVIGATING EMERGING CYBERCRIME THREATS AND ENHANCING CYBERSECURITY 

MEASURES: CHARTING THE PATH AHEAD”

recognizes the dynamic and evolving nature of the world we live in and the need to 

continuously adapt and respond to the changing landscape of cyberspace. The conference 

will cover a range of topics related to cybersecurity, governance, data protection, Cyber 

forensics, Artificial Intelligence, Internet of things, etc.

The conference will address a broad range of cyber-crime and forensic disciplines that use 

electronic devices and software for crime prevention and investigation. It will have 

deliberations with regards to the development of legal evidences found in computers and 

electronic storage mediums for crime prevention, investigation and the application of the 

broad spectrum of science solutions for the legal system.

The Major Sub-Themes are:

ADDRESSING JURISDICTIONAL ISSUES AND CYBER CRIMES IN THE LIGHT OF IT ACT

Ø Emerging Jurisprudence of Cyber Law 

Ø Conventional Crimes v. Cyber Crime 

Ø Women and cyber stalking: An Analysis of Online Harassment and Intimidation 

Ø Cyber Sovereignty, Cyber Terrorism and Cyber Warfare 

Ø Critical Assessment of Information Technology act. 2000 and its Amendments along with 

National Cyber Security Policy, 2013

Ø Proposed Digital India Act and Digital Personal Data Protection Act, 2023: Safeguarding 

India's Digital Future.



TECHNICAL INNOVATIONS AND CONTEMPORARY ISSUES IN CYBERSPACE 

Ø Cyber Pornography in India: A Legal Insight

Ø Beneath the Surface: Exploring the Dark Web and its Societal Impacts 

Ø Block chain and digital Currency: A Way Forward

Ø Harnessing the power of Artificial Intelligence in Cyber security

Ø IOT: An Analysis on Cyber Risks and Legal Challenges (Or) IOT and its Application 

Ø Application of Blockchain Technology Beyond Crypto

OVERVIEW OF CYBER CRIME INVESTIGATION PROCEDURE

Ø Cyber-crime and Cyber Security 

Ø  Search and seizure of digital evidence 

Ø  Computer Forensics Investigation: An Approach to Evidence in Cyberspace 

Ø  Challenges in Cyber-Crime Investigation

Ø  Privacy Challenges in Digital Era – Data theft, Identity theft and wiretapping 

Ø  Intermediaries and Safe Harbour Principle

                                                                                                …………….all other related topics are accepted.

REGISTRATION FEES:

Participants  -  Rs. 250/-

Presenters  - Rs. 500/-

Co-authored papers - Rs. 800

Research scholars/ Professionals/ 

Academicians- Rs. 1000/-

ACCOUNT DETAILS:

ACC NAME: SAVEETHA SCHOOL OF LAW CME

ACC TYPE: CURRENT ACCOUNT 

BANK NAME: KARUR VYSYA BANK

ACC NO: 1248135000002593

IFSC CODE: KVBL0001248

BRANCH: PH ROAD



HOW TO REGISTER

Authors and co-authors of the selected abstracts must complete the registration process. 

The registration form will be sent via email to selected authors. On successful registration, 

participants and presenters will be provided with the refreshments at the venue. The 

selected papers will also be published during the conference.

REGISTRATION LINK:

https://forms.gle/CkpKKRHopEmAuyMZA

IMPORTANT DATES:

ABSTRACT SUBMISSION 
 

15.05.2024
 

ABSTRACT SELECTION INTIMATION  18.05.2024  

PAYMENT AND REGISTRATION  22.05.2024  

FULL PAPER SUBMISSION 
 

25.05.2024
 

Guidelines For Submission:
ABSTRACT

Ø Please submit the Abstract to of 200 - 250 words ssl.cybercrimeseminar@gmail.com  

along with keywords to on or before the last date of submission.

Ø The manuscript should be in English language and shall be written in Times New Roman 

with Font size 12 and 1.5 line spacing.

FULL PAPER 

Ø  The full research paper shall be submitted tossl.cybercrimeseminar@gmail.com  

Ø The word limit of full paper must not exceed 3000 words excluding abstract.

Ø The manuscript should be in English language and shall be written in Times New Roman 

with Font size 12 and 1.5 line spacing.

Ø The permitted plagiarism is 10 % for the full paper. 

Ø Footnotes should be in Times New Roman, size 10, single line spacing.

Ø Citation: Bluebook 21st edition

Ø Margin of 4 cm shall be left on all sides of the paper. Page borders shall not be used.

Ø The manuscript should be checked thoroughly for grammatical or typographical errors 

before submission. 

Ø The manuscript should accompany a separate cover page to provide title of the paper, 

author's name, designation and email ID. 

Ø The limitation to the number of co-authors on a paper is two. After peer review process, 

selected papers will be published in Book Chapter with ISBN publication. 

https://forms.gle/CkpKKRHopEmAuyMZA
mailto:ssl.cybercrimeseminar@gmail.com
mailto:ssl.cybercrimeseminar@gmail.com
mailto:ssl.cybercrimeseminar@gmail.com
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Abstract And Full Paper To Be Sent To:

ssl.cybercrimeseminar@gmail.com

PUBLICATION

All the selected papers will be published in an edited journal bearing an ISSN number. The 

said book will be released during Inaugural Ceremony by the Guest of Honour.

AWARDS

The conference will have the following awards, which will be announced and bestowed at 

the conference closing session.

Ø Best Paper Award

Ø  Best Presenter Award

Chief Convenor
Prof. Dr. Asha Sundaram

Principal, Saveetha School of Law

Faculty Co-Ordinators
Ms. Bertila A 

Assistant Professor,

 Saveetha School of Law

Contact No: 9840960006

Mr. Janeshwar Raj Y 

Assistant Professor,

 Saveetha School of Law

Contact No: 9003020248

mailto:ssl.cybercrimeseminar@gmail.com
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